Core Objective 15

eClinicalWorks meets all security requirements as specified by CCHIT and contains extensive user, role, and facility-based access controls to the EMR/PM application. eCW requires two-factor log-in, has configurable system-time out, password strength rules, password reset, etc. to enable the practice to establish their own system security rules. eCW provides immutable audit logs of system activity to authorized users. It is important that practices take the necessary steps within their organization to ensure that they are protecting electronic health information created or maintained by the certified EHR technology through the implementation of appropriate technical capabilities. - 170.302 (o) -(w)

Conduct or review a security risk analysis per 45 CFR 164.308 (a)(1) and implement security updates as necessary and correct identified security deficiencies as part of its risk management process.